
 Приложение №1 

к приказу №360-од от 04.08.2022 года 

 

УТВЕРЖДАЮ 

Директор ГБОУ СОШ п.г.т. Рощинский 

 О.И. Рубина 
 

 

 

 

 

 

 

 

ПОЛИТИКА 

в отношении обработки персональных данных 



1. Общие положения 

1.1. Настоящая Политика в отношении обработки персональных данных (далее — 

Политика) государственного бюджетного общеобразовательного учреждения Самарской 

области средней общеобразовательной школы «Образовательный центр» имени 81 

гвардейского мотострелкового полка п.г.т. Рощинский муниципального района Волжский 

Самарской области (далее – образовательная организация), разработана с целью 

обеспечения защиты прав и свобод человека и гражданина при обработке его 

персональных данных, в том числе защиты прав на неприкосновенность частной жизни, 

личную и семейную тайну. 

1.2. Настоящий документ разработан во исполнение требований Федерального закона от 

27 июля 2006 года № 152-ФЗ «О персональных данных», а также в соответствии с 

другими законодательными и нормативно-правовыми актами, определяющими порядок 

работы с персональными данными и требования к обеспечению их безопасности. 

1.3. Политика действует в отношении всех персональных данных, которые обрабатывает 

образовательная организация (далее - Оператор). 

1.4. Политика распространяется на отношения в области обработки персональных данных, 

возникшие у Оператора как до, так и после утверждения настоящей Политики. 

1.5. Во исполнение требований ч. 2 ст.18.1 Закона о персональных данных настоящая 

Политика публикуется в свободном доступе в информационно-телекоммуникационной 

сети Интернет на сайте Оператора. 

1.6. Основные понятия, используемые в Политике: 

персональные данные - любая информация, относящаяся к прямо или косвенно 

определенному или определяемому физическому лицу (субъекту персональных данных); 

оператор персональных данных (оператор) - юридическое лицо, самостоятельно или 

совместно с другими лицами организующее и (или) осуществляющее обработку 

персональных данных, а также определяющее цели обработки персональных данных, 

состав персональных данных, подлежащих обработке, действия (операции), совершаемые 

с персональными данными; 

субъект персональных данных – физическое лицо, которое прямо или косвенно 

определено или определяемо с помощью персональных данных; конфиденциальность 

персональных данных – обязанность лиц, получивших доступ к персональным данным 

субъекта, не раскрывать третьим лицам и не распространять персональные данные без 

согласия субъекта; 

обработка персональных данных - любое действие (операция) или совокупность 

действий (операций) с персональными данными, совершаемых с использованием средств 

автоматизации или без их использования. Обработка персональных данных включает в 

себя в том числе: 

 сбор; 

 запись; 

 систематизацию; 

 накопление; 

 хранение; 

 уточнение (обновление, изменение); 

 извлечение; 

 использование; 

 передачу (распространение, предоставление, доступ); 

 обезличивание; 



 блокирование; 

 удаление; 

 уничтожение; 

автоматизированная обработка персональных данных - обработка персональных 

данных с помощью средств вычислительной техники; 

распространение персональных данных - действия, направленные на раскрытие 

персональных данных неопределенному кругу лиц; 

предоставление персональных данных - действия, направленные на раскрытие 

персональных данных определенному лицу или определенному кругу лиц; 

блокирование персональных данных - временное прекращение обработки 

персональных данных (за исключением случаев, если обработка необходима для 

уточнения персональных данных); 

уничтожение персональных данных - действия, в результате которых становится 

невозможным восстановить содержание персональных данных в информационной 

системе персональных данных и (или) в результате которых уничтожаются материальные 

носители персональных данных; 

обезличивание персональных данных - действия, в результате которых становится 

невозможным без использования дополнительной информации определить 

принадлежность персональных данных конкретному субъекту персональных данных; 

информационная система персональных данных - совокупность содержащихся в базах 

данных персональных данных и обеспечивающих их обработку информационных 

технологий и технических средств; 

сайт (Сайт)  – совокупность программных и аппаратных средств для ЭВМ, 

обеспечивающих публикацию для всеобщего обозрения информации и данных, 

объединенных общим целевым назначением, посредством технических средств, 

применяемых для связи между ЭВМ в сети «Интернет». Сайт находится в сети 

«Интернет» по адресу: https://roshchaschool.minobr63.ru 

посетитель сайта (Посетитель) – лицо, посетившее и использующее Сайт. 

1.7. Основные права и обязанности Оператора. 

1.7.1. Оператор имеет право: 

1) самостоятельно определять состав и перечень мер, необходимых и достаточных для 

обеспечения выполнения обязанностей, предусмотренных Законом о персональных 

данных и принятыми в соответствии с ним нормативными правовыми актами, если иное 

не предусмотрено Законом о персональных данных или другими федеральными законами; 

2) поручить обработку персональных данных другому лицу с согласия субъекта 

персональных данных, если иное не предусмотрено федеральным законом, на основании 

заключаемого с этим лицом договора. Лицо, осуществляющее обработку персональных 

данных по поручению Оператора, обязано соблюдать принципы и правила обработки 

персональных данных, предусмотренные Законом о персональных данных; 

3) в случае отзыва субъектом персональных данных согласия на обработку 

персональных данных Оператор вправе продолжить обработку персональных данных без 

согласия субъекта персональных данных при наличии оснований, указанных в Законе о 

персональных данных. 

1.7.2. Оператор обязан: 

1) организовывать обработку персональных данных в соответствии с требованиями 

Закона о персональных данных; 

2) отвечать на обращения и запросы субъектов персональных данных и их законных 

представителей в соответствии с требованиями Закона о персональных данных; 

3) сообщать в уполномоченный орган по защите прав субъектов персональных данных 

https://roshchaschool.minobr63.ru/


(Федеральную службу по надзору в сфере связи, информационных технологий и массовых 

коммуникаций (Роскомнадзор)) по запросу этого органа необходимую информацию в 

течение 30 дней с даты получения такого запроса. 

1.8. Основные права субъекта персональных данных. 

1.8.1. Субъект персональных данных имеет право: 

1) получать информацию, касающуюся обработки его персональных данных, за 

исключением случаев, предусмотренных федеральными законами. Сведения 

предоставляются субъекту персональных данных Оператором в доступной форме, и в них 

не должны содержаться персональные данные, относящиеся к другим субъектам 

персональных данных, за исключением случаев, когда имеются законные основания для 

раскрытия таких персональных данных; 

2) на получение при обращении или при получении запроса информации, касающейся 

обработки его персональных данных, в том числе содержащей: 

 подтверждение факта обработки персональных данных оператором, а также 

цельтакой обработки; 

 способы обработки персональных данных, применяемые оператором; 

 сведения о лицах, которые имеют доступ к персональным данным или 

которымможет быть предоставлен такой доступ; 

 перечень обрабатываемых персональных данных и источник их получения; 

 сроки обработки персональных данных, в том числе сроки их хранения; 

 сведения о том, какие юридические последствия для субъекта 

персональныхданных может повлечь за собой обработка его персональных данных; 

3) требовать от оператора уточнения его персональных данных, их блокирования или 

уничтожения в случае, если персональные данные являются неполными, устаревшими, 

неточными, незаконно полученными или не являются необходимыми для заявленной цели 

обработки, а также принимать предусмотренные законом меры по защите своих прав; 

4) выдвигать условие предварительного согласия при обработке персональных данных в 

целях продвижения на рынке товаров, работ и услуг; 

5) обжаловать в Роскомнадзоре или в судебном порядке неправомерные действия или 

бездействие Оператора при обработке его персональных данных; 

6) на защиту своих прав и законных интересов, в том числе на возмещение убытков и 

(или) компенсацию морального вреда в судебном порядке; 

7) на получение сведений об Операторе, о месте его нахождения, о наличии у Оператора 

персональных данных, относящихся к соответствующему субъекту персональных данных, 

а также на ознакомление с такими персональными данными, за исключением случаев, 

предусмотренных пунктом 1.8.3. настоящей Политики. 

1.8.2. Субъект персональных данных обязан: 

1) предоставлять достоверные сведения о персональных данных; 

2) соблюдать Конституцию Российской Федерации, федеральные законы и иные 

нормативные правовые акты, регламентирующие отношения в области обработки 

персональных данных, возникшие между субъектом персональных данных и Оператором. 

1.8.3. Право субъекта персональных данных на доступ к своим персональным данным 

ограничивается в случае, если: 

1) обработка персональных данных, в том числе персональных данных, полученных в 

результате оперативно-розыскной, контрразведывательной и разведывательной 

деятельности, осуществляется в целях обороны страны, безопасности государства и 

охраны правопорядка; 

2) обработка персональных данных осуществляется органами, осуществившими 

задержание субъекта персональных данных по подозрению в совершении преступления, 



либо предъявившими субъекту персональных данных обвинение по уголовному делу, 

либо применившими к субъекту персональных данных меру пресечения до предъявления 

обвинения, за исключением предусмотренных уголовно-процессуальным 

законодательством Российской Федерации случаев, если допускается ознакомление 

подозреваемого или обвиняемого с такими персональными данными; 

3) предоставление персональных данных нарушает конституционные права и свободы 

других лиц. 

1.9. Контроль за исполнением требований настоящей Политики осуществляется 

уполномоченным лицом, ответственным за организацию обработки персональных данных 

у Оператора. 

1.10. Ответственность за нарушение требований законодательства Российской Федерации 

и нормативных актов Оператора в сфере обработки и защиты персональных данных 

определяется в соответствии с законодательством Российской Федерации. 

 

2. Цели сбора персональных данных 

2.1. Обработка персональных данных ограничивается достижением конкретных, заранее 

определенных и законных целей. Не допускается обработка персональных данных, 

несовместимая с целями сбора персональных данных. 

2.2. Обработке подлежат только персональные данные, которые отвечают целям их 

обработки. 

2.3. Обработка Оператором персональных данных осуществляется с целью: 

 обеспечения соблюдения Конституции Российской Федерации, федеральных 

законов и иных нормативных правовых актов; 

 выполнения требований трудового законодательства; 

 заключения и исполнения трудового и гражданско-правового договоров с 

работниками и третьими лицами (контрагентами); 

 осуществления функций, полномочий и обязанностей, возложенных 

законодательством РФ, в том числе по предоставлению персональных данных в органы 

государственной власти, в Пенсионный фонд РФ, в Фонд социального страхования РФ, в 

Федеральный фонд обязательного медицинского страхования, а также иные 

государственные органы; 

 осуществления образовательной деятельности (получение дошкольного 

образования, начального общего образования, основного общего образования, среднего 

общего образования, в т.ч. формирование баз данных в рамках проведения ОГЭ (ГВЭ), 

ЕГЭ; 

 содействия в освоении образовательных программ; оказания услуг в области 

образования; 

 осуществления кадровой и бухгалтерской деятельности; 

 подбора персонала; 

 ведения кадрового и бухгалтерского учета; 

 содействия в трудоустройстве работников и обучающихся, повышения 

квалификации, обучения, продвижения по службе; 

 соблюдения норм и требований по охране труда, обеспечения личной безопасности 

работника, обучающегося; 

 организации пропускного режима; контроля качества и количества выполненной 

работы, оплаты труда, пользования льготами и компенсациями, предусмотренными 

законодательством РФ и актами администрации Оператора; 

 обеспечения сохранности имущества Оператора, обучающихся и работников; 



 открытия личных банковских счетов работников для перечисления заработной 

платы; 

 перечисления страховых взносов в негосударственные пенсионные фонды; 

 формирования и ведения федеральных, региональных и ведомственных 

информационных систем обеспечения деятельности Оператора; 

 содействия в получении дополнительного образования работниками и 

обучающимися; 

 осуществления деятельности Оператора в соответствии с Уставом; 

 учета выполнения учебного плана и качества полученных знаний обучающимися; 

 предоставления мер социальной поддержки, льгот и компенсаций; 

 и др., исходя из анализа правовых актов, регламентирующих деятельность 

Оператора, целей фактически осуществляемой Оператором деятельности, а также 

деятельности, которая предусмотрена учредительными документами Оператора, и 

конкретных процессов Оператора в конкретных информационных системах персональных 

данных (по структурным подразделениям Оператора и их процедурам в отношении 

определенных категорий субъектов персональных данных). 

2.4. Обработка персональных данных работников может осуществляться исключительно в 

целях обеспечения соблюдения законов и иных нормативных правовых актов. 

2.5. Политика использования cookie-файлов 

 при первом посещении Сайта с помощью нового браузера или в режиме приватного 

просмотра Сайта предоставляется баннер, предупреждающий Посетителя об 

осуществлении сбора cookie-файлов и запрашивающий согласие Посетителя на 

обработку его cookie-файлов. 

 нажимая кнопку «Принять» или продолжая пользоваться Сайтом Посетитель 

предоставляет свое согласие на обработку его cookie-файлов. 

 

3. Правовые основания обработки персональных данных 

3.1. Правовым основанием обработки персональных данных является совокупность 

правовых актов, во исполнение которых и в соответствии с которыми Оператор 

осуществляет обработку персональных данных. 

3.2. В качестве правового основания обработки персональных данных Оператор 

руководствуется: 

 Трудовым кодексом Российской Федерации от 30.12.2001 .№ 197-ФЗ; 

 Гражданским кодексом Российской Федерации от 30.11.1994 № 51-ФЗ; 

 Кодексом Российской Федерации об административных правонарушениях от 

30.12.2001 № 195-ФЗ; 

 Налоговым Кодексом Российской Федерации часть первая от 31.07.1998 № 146-ФЗ 

и часть вторая от 05.08.2000 № 117-ФЗ (с изменениями и дополнениями); 

 Постановлением Правления пенсионного фонда Российской Федерации от 

31.07.2006 г. № 192п «О формах документов индивидуального (персонифицированного) 

учета в системе обязательного пенсионного страхования и Инструкции по их 

заполнению»; 

 Федеральным законом от 02.05.2006 № 59-ФЗ «О порядке рассмотрения обращений 

граждан Российской Федерации»; 

 Федеральным законом от 06.12.2011 № 402-ФЗ «О бухгалтерском учете»; 

 Федеральным законом от 29.12.2012 № 273-ФЗ «Об образовании в Российской 

Федерации»; 

 Федеральным законом от 24.07.1998 № 124-ФЗ «Об основных гарантиях прав 



ребенка в Российской Федерации»; 

 Федеральным законом от 27.07.2010 № 210-ФЗ «Об организации предоставления 

государственных и муниципальных услуг»; 

 Унифицированными функционально-техническими требованиями к региональному 

сегменту единой федеральной межведомственной системы учета контингента 

обучающихся по основным образовательным программам и дополнительным 

общеобразовательным программам (утверждены протоколом заседания 

межведомственной рабочей группы по созданию единой федеральной межведомственной 

системы учета контингента обучающихся по основным образовательным программам и 

дополнительным общеобразовательным программам от 8 июля 2015 г. № П9-268пр); 

 Уставом образовательной организации; 

 Свидетельством о государственной аккредитации № 866-18 от 24.05.2018 г.; 

 Лицензией № 7240 от 03.05.2018г., выданной Министерством образования и науки 

Самарской области, на осуществление образовательной деятельности; 

 трудовыми договорами с работниками; 

 Коллективным договором; 

 договорами, заключаемыми между Оператором и субъектом персональных данных; 

 согласиями субъектов на обработку персональных данных; 

 Положением об обработке и защите персональных данных; 

 локальными актами Оператора, регламентирующими вопросы информационной 

безопасности и работу с персональными данными. 

 

4. Объем и категории обрабатываемых персональных данных, категории субъектов 

персональных данных 

4.1. Содержание и объем обрабатываемых персональных данных должны соответствовать 

заявленным целям обработки, предусмотренным в разделе 2 настоящей Политики. 

Обрабатываемые персональные данные не должны быть избыточными по отношению к 

заявленным целям их обработки. 

4.2. Оператор может обрабатывать персональные данные следующих категорий субъектов 

персональных данных: 

 работники, состоящие в трудовых отношениях с Оператором; 

 бывшие работники, состоявшие в трудовых отношениях с Оператором (уволенные 

работники); 

 члены семьи работника, близкие родственники работника; 

 воспитанники, обучающиеся или обучающиеся, обучавшиеся в образовательной 

организации, выпускники; 

 их родители (законные представители); 

 физические лица, состоящие в иных договорных отношениях с образовательной 

организацией; 

 соискатели на должность; 

 посетители и пользователи сайта; 

 физические лица, получающие услуги от Оператора; 

 физические лица, состоящие в гражданско - правовых и иных договорах с 

Оператором; 

 законные представители физических и юридических лиц. 

4.3. Персональные данные категорий субъектов, которые может обрабатывать Оператор: 

4.3.1. Работники, состоящие в трудовых отношениях с Оператором; бывшие работники, 

состоявшие в трудовых отношениях с Оператором (уволенные работники): 



 фамилия, имя, отчество; 

 пол; 

 гражданство; 

 дата и место рождения; 

 фотография (видеозапись, произведение изобразительных искусств) 

индивидуальное и/или групповое; 

 паспортные данные; 

 адрес регистрации по месту жительства; 

 адрес фактического проживания; 

 контактные данные; 

 индивидуальный номер налогоплательщика; 

 страховой номер индивидуального лицевого счета (СНИЛС); 

 сведения об образовании, квалификации, профессиональной подготовке и 

повышении квалификации; 

 семейное положение, наличие детей, родственные связи; 

 сведения о трудовой деятельности, в том числе наличие поощрений, награждений и 

(или) дисциплинарных взысканий; 

 данные о регистрации брака; 

 сведения о воинском учете; 

 сведения о состоянии здоровья; 

 сведения об удержании алиментов; 

 сведения о доходе с предыдущего места работы; 

 иные персональные данные, предоставляемые работниками в соответствии с 

требованиями трудового законодательства. 

4.3.2. Члены семьи работников, близкие родственники работника: 

 фамилия, имя, отчество; 

 степень родства; 

 год рождения; 

 иные персональные данные, предоставляемые работниками в соответствии с 

требованиями трудового законодательства. 

4.3.3. Воспитанники, обучающиеся или обучавшиеся в образовательной организации, 

выпускники: 

 фамилия, имя, отчество; 

 год рождения; 

 месяц рождения; 

 дата рождения; 

 место рождения; 

 адрес; 

 социальное положение; 

 образование; 

 национальная принадлежность; 

 состояние здоровья; 

 фотография (видеозапись, произведение изобразительных искусств) 

индивидуальное и/или групповое; 

 сведения о льготах и компенсациях; 

 номер телефона и других средств связи; 

 награды, поощрения; 



 страховое свидетельство государственного пенсионного страхования; 

 полис обязательного медицинского страхования; 

 сведения о составе семьи; 

 данные паспорта; 

 данные свидетельства о рождении; 

 обязанности и военном учете; 

 сведения о результатах образовательной деятельности (выполнение учебного плана 

и качества полученных знаний). 

4.3.4. Физические лица, состоящие в иных договорных отношениях с образовательной 

организацией: 

 фамилия, имя, отчество; 

 паспортные данные; 

 контактные данные; 

 должность; 

 иные персональные данные, предоставляемые представителями (работниками) 

клиентов и контрагентов, необходимые для заключения и исполнения договоров. 

4.3.5. Соискатели на должность (кандидаты для приема на работу к Оператору): 

 фамилия, имя, отчество; 

 фотография (видеозапись, произведение изобразительных искусств) 

индивидуальное и/или групповое; 

 пол; 

 гражданство; 

 дата и место рождения; 

 контактные данные; 

 сведения об образовании, опыте работы, квалификации; 

 иные персональные данные, сообщаемые кандидатами в резюме и 

сопроводительных письмах. 

4.3.6. Посетители и пользователи сайта: 

 фамилия, имя, отчество; 

 класс, литер класса (буква). 

4.3.7. Физические лица, получающие услуги от Оператора (клиенты и контрагенты 

Оператора): 

 фамилия, имя, отчество; 

 дата и место рождения; 

 паспортные данные; 

 адрес регистрации по месту жительства; 

 контактные данные; 

 индивидуальный номер налогоплательщика; 

 сведения об образовании, квалификации или наличии специальных знаний или 

подготовки; 

 иные персональные данные, предоставляемые клиентами и контрагентами 

(физическими лицами), необходимые для заключения и исполнения договоров. 

4.3.8. Физические лица, состоящие в гражданско - правовых и иных договорах с Оператором: 

 фамилия, имя, отчество; 

 паспортные данные; 

 контактные данные; 

 должность; 



 иные персональные данные, предоставляемые представителями (работниками) 

клиентов и контрагентов, необходимые для заключения и исполнения договоров. 

4.3.9. Представители клиентов и контрагентов Оператора (юридических лиц): 

 фамилия, имя, отчество; 

 паспортные данные; 

 контактные данные; 

 должность; 

 иные персональные данные, предоставляемые представителями (работниками) 

клиентов и контрагентов, необходимые для заключения и исполнения договоров. 

4.3.10. Родители (законные представители) обучающихся (воспитанников,или обучающиеся, 

обучавшиеся в образовательной организации, выпускники): 

 фамилия, имя, отчество; 

 гражданство; 

 дата и место рождения; 

 паспортные данные; 

 адрес регистрации по месту жительства; 

 адрес фактического проживания; 

 контактные данные; 

 сведения о трудовой деятельности; 

 данные о регистрации брака; 

 иные персональные данные, предоставляемые родителями (законными 

представителями) в соответствии с требованиями Гражданского кодекса Российской 

Федерации от 30.11.1994 № 51-ФЗ; Федерального закона от 29.12.2012 № 273-ФЗ «Об 

образовании в Российской Федерации»; Федерального закона от 24.07.1998 № 124-ФЗ «Об 

основных гарантиях прав ребенка в Российской Федерации»; Устава образовательной 

организации; договоров, заключаемых между Оператором и субъектом персональных 

данных;согласий субъектов на обработку персональных данных; Положения об обработке 

и защите персональных данных; локальных актов Оператора, регламентирующими 

вопросы информационной безопасности и работу с персональными данными. 

4.4. Оператором не осуществляется обработка специальных категорий персональных 

данных, касающихся расовой, политических взглядов, религиозных или философских 

убеждений, интимной жизни, за исключением случаев, предусмотренных 

законодательством РФ. 

 

5. Порядок и условия обработки персональных данных 

5.1. Обработка персональных данных осуществляется Оператором в соответствии с 

требованиями законодательства Российской Федерации. 

5.2. Обработка персональных данных осуществляется с согласия субъектовперсональных 

данных на обработку их персональных данных, а также без такового в случаях, 

предусмотренных законодательством Российской Федерации: 

1) обработка персональных данных осуществляется на основании федеральногозакона, 

устанавливающего ее цель, условия получения персональных данных и кругсубъектов, 

персональные данные которых подлежат обработке, а также определяющегополномочия 

оператора; 

2) обработка персональных данных осуществляется в целях исполнения договора, одной 

из сторон которого является субъект персональных данных; 



3) обработка персональных данных осуществляется для статистических или иныхнаучных 

целей при условии обязательного обезличивания персональных данных; 

4) обработка персональных данных необходима для защиты жизни, здоровья илииных 

жизненно важных интересов субъекта персональных данных, если получениесогласия 

субъекта персональных данных невозможно; 

5) обработка персональных данных необходима для доставки почтовых 

отправленийорганизациями почтовой связи, для осуществления операторами электросвязи 

расчетов спользователями услуг связи за оказанные услуги связи, а также для 

рассмотренияпретензий пользователей услугами связи; 

6) обработка персональных данных осуществляется в целях 

профессиональнойдеятельности журналиста либо в целях научной, литературной или 

иной творческойдеятельности при условии, что при этом не нарушаются права и свободы 

субъектаперсональных данных; 

7) осуществляется обработка персональных данных, подлежащих опубликованию 

всоответствии с федеральными законами, в том числе персональных данных лиц, 

замещающих государственные должности, должности государственной 

гражданскойслужбы, персональных данных кандидатов на выборные государственные 

илимуниципальные должности; 

8) передачи персональных данных в Пенсионный фонд РФ, Фонд социального 

страхования, в налоговые органы; 

9) законных требований полиции, судебного пристава – исполнителя при совершении 

исполнительных действий и исполнительного розыска; 

10) лицо является участником судебного разбирательства; 

11) данные необходимы для исполнения госорганами своих полномочий в области 

предоставления государственных и муниципальных услуг, в том числе для регистрации 

гражданина на портале «Госуслуги»; 

12) для исполнения договора, выгодоприобретателем или поручителем по которому 

выступает лицо (или для заключения такого договора от его имени); 

13) ситуация требует немедленных действий, необходимых для сохранения жизни 

и здоровья гражданина, а получить его согласие невозможно (например, человек 

находится без сознания); 

14) субъект персональных данных ранее самостоятельно сделал свои данные доступными 

для неограниченного количества пользователей; 

15) данные должны быть раскрыты в соответствии с действующими законодательными 

требованиями; 

16) свободная публикация фотографий (видеозаписи, произведения изобразительных 

искусств) (далее – изображение) возможна в случаях, когда: 

 использование изображения осуществляется в государственных, общественных или 

иных публичных интересах; 

 изображение получено при съемке, которая проводится в местах, открытых для 

свободного посещения, или на публичных мероприятиях (собраниях, съездах, 

конференциях, концертах, представлениях, спортивных соревнованиях и подобных 

мероприятиях), за исключением случаев, когда такое изображение является основным 

объектом использования; 

 субъект позировал за плату. 

5.3. Оператор осуществляет как автоматизированную, так и неавтоматизированную 

обработку персональных данных (смешанную), с передачей по сети Интернет. 



5.4. Обработка персональных данных осуществляется путем: 

 получения персональных данных в устной и письменной форме непосредственно 

от субъектов персональных данных; 

 получения персональных данных из общедоступных источников; 

 внесения персональных данных в журналы, реестры и информационные системы 

Оператора; 

 использования иных способов обработки персональных данных. 

5.5. Не допускается раскрытие третьим лицам и распространение персональных данных 

без согласия субъекта персональных данных, если иное не предусмотрено федеральным 

законом. 

5.6. Передача персональных данных органам дознания и следствия, в Федеральную 

налоговую службу, Пенсионный фонд Российской Федерации, Фонд социального 

страхования и другие уполномоченные органы исполнительной власти и организации 

осуществляется в соответствии с требованиями законодательства Российской Федерации. 

5.7. При действиях с персональными данными, в том числе посредством информационно- 

телекоммуникационной сети Интернет, Оператором используются следующие способы 

обработки персональных данных: сбор, систематизация, накопление, хранение, уточнение 

(обновления, изменения), использование, обезличивание, запись, извлечение, передача 

(распространение, предоставление, доступ), блокирование, удаление, уничтожение 

персональных данных. 

5.8. Оператор осуществляет хранение персональных данных в форме, позволяющей 

определить субъекта персональных данных, не дольше, чем этого требуют цели обработки 

персональных данных, и они подлежат уничтожению по достижении целей обработки или 

в случаеутраты необходимости в их достижении, если срок хранения персональных 

данных не установлен федеральным законом, договором. 

5.9. Оператором и третьими лицами, получающими доступ к персональным 

данным,должна обеспечиваться конфиденциальность таких данных, за исключением 

случаев,предусмотренных пунктом 5.2. настоящей Политики. 

Обеспечение конфиденциальности персональных данных не требуется: 

1) в случае обезличивания персональных данных; 

2) в отношении общедоступных персональных данных. 

5.10. Оператор не осуществляет трансграничную передачу персональных данных 

5.11. Условиями прекращения обработки персональных данных являются: 

 достижение целей обработки персональных данных; 

 истечение срока действия согласия; 

 отзыв согласия субъекта персональных данных на обработку его персональных 

данных; 

 выявление неправомерной обработки персональных данных; 

 увольнение, отчисление, перевод субъекта персональных данных; 

 прекращение деятельности Оператора как юридического лица; 

 реорганизация Оператора; 

 ликвидация Лицензии на образовательную деятельность у Оператора. 

5.12. Хранение персональных данных рекомендуется осуществлять в форме, позволяющей 

определить субъекта персональных данных не дольше, чем этого требуют цели обработки 

персональных данных, кроме случаев, когда срок хранения персональных данных не 

установлен федеральным законом, договором, стороной которого, выгодоприобретателем 

или поручителем по которому является субъект персональных данных. 



5.13. При осуществлении хранения персональных данных Оператор персональных данных 

использует базы данных, находящиеся на территории Российской Федерации, в 

соответствии с ч. 5 ст. 18 Федерального закона "О персональных данных". 

5.14. Оператор имеет собственные центры обработки данных (ЦОД), расположенные по 

следующим адресам: 

 443549, Россия, Самарская область, Волжский район, п.г.т. Рощинский, школа; 

 443528, Россия, Самарская область, Волжский район, п.г.т. Стройкерамика, 

ул. Дружбы, д.1 

 443020, Россия, г. Самара, ул. Высоцкого, д. 10 (адрес местонахождения сервера 

электронного журнала/ дневника АСУ РСО Оператора). 

5.14. Оператор принимает необходимые правовые, организационные и технические меры 

для защиты персональных данных от неправомерного или случайного доступа к ним, 

уничтожения, изменения, блокирования, распространения и других несанкционированных 

действий, в том числе: 

 назначено ответственное лицо за организацию обработки персональных данных; 

 персональные данные доступны для строго определенного круга сотрудников; 

 определены места хранения персональных данных; 

 назначены ответственные лица за обеспечение безопасности персональных данных 

в местах хранения (информационных системах); 

 разработаны и размещены (опубликованы) на сайте Оператора Положение об 

обработке и защите персональных данных, Политика в отношении обработки 

персональных данных, другие локальные акты по вопросам обработки персональных 

данных; 

 осуществление внутреннего контроля (аудита); 

 ознакомление работников, непосредственно осуществляющих обработку 

персональных данных, с законодательством Российской Федерации о персональных 

данных, в том числе требованиями к защите персональных данных, локальными актами, 

определяющими политику Оператора в отношении обработки персональных данных, а 

также по вопросам обработки персональных данных; 

 проводится обучение работников, осуществляющих обработку персональных 

данных; 

 определен перечень должностных лиц, для которых доступ к содержанию 

электронного журнала/дневника возможен исключительно для выполнения служебных 

(трудовых) обязанностей; 

 разработана модель угроз безопасности информационной системы; 

 используются электронные цифровые подписи, защищенные программой 

шифрования информации КриптоПро CSR версии 4.0, 

 используются антивирусные средства защиты информации, прошедшие процедуру 

оценки соответствия требованиям законодательства Российской Федерации в области 

обеспечения безопасности информации, в случае, когда применение таких средств 

необходимо для нейтрализации актуальных угроз; 

 обеспечивается идентификация и проверка подлинности пользователя при входе в 

информационную систему по паролю условно-постоянного действия длиной не менее 

шести буквенно-цифровых символов; 

 интернет трафик обеспечивается через единую сеть передачи данных (ЕСПД); 

 в здании установлены пожарная сигнализация, видеонаблюдение во входной зоне; 



 сведения на бумажных носителях хранятся в сейфе; 

 наличие круглосуточной физической охраны, предусматривающей контроль 

доступа в помещения Оператора посторонних лиц; 

 часть помещений, в которых размещены информационные системы, имеют 

металлические препятствия (железные двери, решетки на окнах) для 

несанкционированного и неконтролируемого проникновения или пребывания в этих 

помещениях лиц, не имеющих права доступа в эти помещения. 

 

5. Актуализация, исправление, удаление и уничтожениеперсональных данных, 

ответы на запросы субъектовна доступ к персональным данным 

5.1. Подтверждение факта обработки персональных данных Оператором, правовые 

основания и цели обработки персональных данных, а также иные сведения, указанные в ч. 

7 ст.14 Закона о персональных данных, предоставляются Оператором субъекту 

персональных данных или его представителю при обращении либо при получении запроса 

субъекта персональных данных или его представителя. 

В предоставляемые сведения не включаются персональные данные, относящиеся к 

другим субъектам персональных данных, за исключением случаев, когда имеются 

законные основания для раскрытия таких персональных данных. 

Запрос должен содержать: 

 номер основного документа, удостоверяющего личность субъекта персональных 

данных или его представителя, сведения о дате выдачи указанного документа и выдавшем 

его органе; 

 сведения, подтверждающие участие субъекта персональных данных в отношениях 

с Оператором (номер договора, дата заключения договора, условное словесное 

обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт 

обработки персональных данных Оператором; 

 подпись субъекта персональных данных или его представителя. 

Запрос может быть направлен в форме электронного документа и подписан 

электронной подписью в соответствии с законодательством Российской Федерации. 

Если в обращении (запросе) субъекта персональных данных не отражены в 

соответствии с требованиями Закона о персональных данных все необходимые сведения 

или субъект не обладает правами доступа к запрашиваемой информации, то ему 

направляется мотивированный отказ. 

Право субъекта персональных данных на доступ к его персональным данным 

может быть ограничено в соответствии с ч. 8 ст. 14 Закона о персональных данных, в том 

числе если доступ субъекта персональных данных к его персональным данным нарушает 

права и законные интересы третьих лиц. 

5.2. В случае выявления неточных персональных данных при обращении субъекта 

персональных данных или его представителя либо по их запросу или по запросу 

Роскомнадзора Оператор осуществляет блокирование персональных данных, 

относящихся к этому субъекту персональных данных, с момента такого обращения или 

получения указанного запроса на период проверки, если блокирование персональных 

данных не нарушает права и законные интересы субъекта персональных данных или 

третьих лиц. 

В случае подтверждения факта неточности персональных данных Оператор на 

основании сведений, представленных субъектом персональных данных или его 

представителем либо Роскомнадзором, или иных необходимых документов уточняет 



персональные данные в течение семи рабочих дней со дня представления таких сведений 

и снимает блокирование персональных данных. 

5.3. В случае выявления неправомерной обработки персональных данных при обращении 

(запросе) субъекта персональных данных или его представителя либо Роскомнадзора 

Оператор осуществляет блокирование неправомерно обрабатываемых персональных 

данных, относящихся к этому субъекту персональных данных, с момента такого 

обращения или получения запроса. 

5.4. В случае подтверждения факта неточности персональных данных или 

неправомерности их обработки, персональные данные подлежат их актуализации 

Оператором, а обработка прекращается. 

5.5. При достижении целей обработки персональных данных, а также в случаеотзыва 

субъектом персональных данных согласия на их обработку персональные данные 

подлежат уничтожению, если: 

 иное не предусмотрено договором, стороной которого, выгодоприобретателем или 

поручителем по которому является субъект персональных данных; 

 Оператор не вправе осуществлять обработку без согласия субъекта персональных 

данных на основаниях, предусмотренных Законом о персональных данных или иными 

федеральными законами; 

 иное не предусмотрено другим соглашением между Оператором и субъектом 

персональных данных. 
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